
DoD is implementing both centralized and decentralized capabilities:
Strengthen supply chain security | Reduce the attack surface

Decentralized Execution with Service & Agency SCRM SMEs

圖�  美國CMMC在供應鏈風險管理的視野圖 [�]

Supply Chain Risk Management
IT PRODUCT / SUPPLY CHAIN

Adversaries and competitors seek to exploit our 
supply chain in order to copy and/or compro-
mise networks and weapons systems.

Vulnerabilities exist in the System Lifecycle - 
Research,Development, and Acquisition phase, 
as well as during Operations and Sustainment. 
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* SLIDE CONTENT from Publicly Available Government Information
REF link from AFCEA where BG Crall presented DoD Cyber Landscape slides

ENDSTATE: Institutionalized Enterprise Supply Chain Risk Management
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資料來源：https://www.afcea.org/content/cyber-needs-be-integrated-not-treated-uniquely


